
 

 

 

W AECOM Polska Sp. z o.o. obowiązuje procedura dokonywania zgłoszeń naruszeń 
prawa i podejmowania działań następczych, tzw. Procedura Ochrony Sygnalistów; 
pełna jej treść jest dostępna jest po wyrażeniu prośby o przesłanie na maila: 
hotline@aecom.com 

Formularz online oraz numer telefonu dedykowany do zgłaszania nieprawidłowości – 
wymienionych w ustawie o ochronie sygnalistów oraz wszelkich innych - znajduje się tu: 
http://aecom.ethicspoint.com 

Dla osób dokonujących zgłoszenia jako sygnalista, ma zastosowanie niniejsza klauzula 
informacyjna w zakresie przetwarzania danych osobowych  

 

 

 

At AECOM Polska Sp. z o.o., a procedure for reporting breaches of law and for taking 
follow-up actions is in force (the Whistleblower Protection Procedure). The full text of 
the procedure is available upon request by email at: mailto:hotline@aecom.com 

An online reporting form and a dedicated telephone number for reporting irregularities 
— as defined in the Whistleblower Protection Act, as well as any other concerns — are 
available at: http://aecom.ethicspoint.com 

For individuals submitting a report as whistleblowers, this information clause regarding 
the processing of personal data applies. 
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AECOM Polska Sp. z o.o.  

ul. Domaniewska 34A, 02-672 Warszawa   

KRS: 0000035426 

NIP: 7830000292 

REGON: 630010947 

 

 
Klauzula informacyjna w zakresie 
przetwarzania danych osobowych dla 
celów związanych z ochroną sygnalistów 
 

Zgodnie z art. 13 ust. 1 i 2 Rozporządzenia Parlamentu 

Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 

2016 r. w sprawie ochrony osób fizycznych w związku z 

przetwarzaniem danych osobowych i w sprawie 

swobodnego przepływu takich danych oraz uchylenia 

dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie 

danych), zwanego dalej „RODO” informujemy, że: 

 
1. Administratorem Pani/Pana danych osobowych jest 

podmiot przyjmujący i rozpatrujący Zgłoszenie wewnętrzne 

dokonane na podstawie przyjętej przez spółkę AECOM 

Polska Sp. z o.o. z siedzibą                           w Warszawie 

„Procedury ochrony sygnalistów AECOM Polska Sp. z o.o.” 

(dalej: „Procedura”), tj. spółka AECOM Polska Sp. z o.o., 

ul. Domaniewska 34A, 02-672 Warszawa, KRS: 

0000035426, NIP: 7830000292, REGON: 630010947, 

(dalej: „Administrator”). 

2. W sprawach dotyczących ochrony danych osobowych 

należy kontaktować się pod adresem email 

privacyquestions@aecom.com  

  

3. Pani/Pana dane osobowe będą przetwarzane, w celu 

realizacji obowiązków prawnych Administratora 

wynikających z ustawy z dnia 14 czerwca 2024 r. o 

ochronie sygnalistów, dalej zwanej ustawą - na podstawie 

art. 6 ust. 1 lit c RODO, w związku z przyjęciem zgłoszenia 

naruszenia prawa lub podejmowaniem działań 

następczych oraz w związku z przyjętą  Procedurą. 

 

4. Podanie danych jest dobrowolne, można również 

dokonać zgłoszenia anonimowo. W przypadku zgłoszeń 

anonimowych lub z niepełnymi danymi kontaktowymi 

Administrator nie będzie mógł potwierdzić przyjęcia 

zgłoszenia oraz poinformować o przebiegu działań 

związanych z tym zgłoszeniem. 

 

5. Pani/Pana dane osobowe nie podlegają ujawnieniu 

nieupoważnionym osobom, tj. osobom innym niż 

upoważnione do podejmowania czynności związanych z 

przyjęciem lub obsługą zgłoszenia, chyba że za Pani/Pana 

wyraźną zgodą. Zgodę można wycofać w dowolnym 

momencie. Wycofanie zgody nie wpływa na zgodność z 

prawem przetwarzania, którego dokonano na podstawie 

zgody przed jej wycofaniem. 

 

 

 

 

 
Information clause regarding the 
processing of personal data for 
whistleblower protection purposes 
 

Pursuant to Article 13(1) and (2) of Regulation (EU) 

2016/679 of the European Parliament and of the Council of 

27 April 2016 on the protection of natural persons with 

regard to the processing of personal data and on the free 

movement of such data, and repealing Directive 95/46/EC 

(General Data Protection Regulation), hereinafter referred 

to as the "GDPR," we hereby inform you that: 

 

1. The controller of your personal data is the entity receiving 

and processing the Internal Report submitted pursuant to 

the "AECOM Polska Sp. z o.o. Whistleblower Protection 

Procedure" (hereinafter referred to as the "Procedure") 

adopted by AECOM Polska Sp. z o.o., with its registered 

office in Warsaw. Domaniewska 34A, 02-672 Warsaw, 

KRS: 0000035426, NIP: 7830000292, REGON: 

630010947, (hereinafter referred to as the "Controller"). 

 

2. For matters concerning personal data protection, please 

contact us at privacyquestions@aecom.com  

 

 

3. Your personal data will be processed for the purpose of 

fulfilling the Controller's legal obligations under the Act of 

14 June 2024 on the Protection of Whistleblowers, 

hereinafter referred to as the Act – pursuant to Article 6 

paragraph 1 letter c of the GDPR, in connection with 

receiving a report of a violation of law or taking follow-up 

actions, and in connection with the adopted Procedure. 

 

4. Providing data is voluntary; reports can also be 

submitted anonymously. In the case of anonymous reports 

or reports with incomplete contact details, the Controller will 

not be able to confirm receipt of the report or provide 

information on the progress of activities related to the 

report. 

 

5. Your personal data will not be disclosed to unauthorized 

persons, i.e., to persons other than those authorized to 

undertake activities related to receiving or processing the 

notification, unless with your express consent. You may 

withdraw your consent at any time. Withdrawal of consent 

does not affect the lawfulness of processing based on 

consent before its withdrawal. 
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6. Administrator zapewnia poufność Pani/Pana danych 

przetwarzanych w związku z otrzymanym zgłoszeniem. 

Pani/Pana dane osobowe mogą być przekazywane jedynie 

organom publicznym lub podmiotom uprawnionym do 

żądania dostępu lub otrzymania danych osobowych na 

podstawie przepisów prawa oraz podmiotom, które 

przetwarzają dane osobowe na podstawie gwarantujących 

poufność, umów zawartych z Administratorem w związku z 

realizacją usług niezbędnych do przyjęcia lub obsługi 

zgłoszenia tj.  osoby przetwarzające w imieniu 

Administratora dane osobowe w związku     realizacją 

Procedury, a także inne podmioty na podstawie przepisów 

prawa tj. zewnętrzni dostawcy usług administracyjnych lub 

informatycznych. Poza wskazanymi przypadkami, 

Pani/Pana dane osobowe mogą być ujawnione 

nieupoważnionym osobom wyłącznie za Pani/Pana 

wyraźną zgodą. 

 

7. Dane osobowe przetwarzane w związku z przyjęciem 

zgłoszenia lub podjęciem działań następczych oraz 

dokumenty związane z tym zgłoszeniem są 

przechowywane przez okres 3 lat po zakończeniu roku 

kalendarzowego, w którym zakończono działania 

następcze, lub po zakończeniu postępowań 

zainicjowanych tymi działaniami. Dane osobowe, które nie 

mają znaczenia dla rozpatrywania zgłoszenia, nie są 

zbierane, a w razie przypadkowego zebrania są 

niezwłocznie usuwane. Usunięcie tych danych osobowych 

następuje w terminie 14 dni od chwili ustalenia, że nie mają 

one znaczenia dla sprawy. 

 

8. Posiada Pani/Pan prawo żądania dostępu do swoich 

danych osobowych, ich sprostowania oraz ograniczenia 

przetwarzania. 

 

9. W przypadku uznania przez Panią/Pana, że 

przetwarzanie danych osobowych przez Administratora 

narusza przepisy RODO przysługuje Pani/Panu prawo 

wniesienia skargi do organu nadzorczego, tj. Prezesa 

Urzędu Ochrony Danych Osobowych. 

 

10. W przypadku gdy Administrator będzie przekazywał 

dane osobowe odbiorcom spoza Europejskiego Obszaru 

Gospodarczego, czyli do państw trzecich lub organizacji 

międzynarodowych, Pana/ Pani dane będą prawidłowo 

zabezpieczone i chronione zgodnie z zapisami RODO oraz 

przyjętymi procedurami AECOM Polska Sp. z o.o. 

 

 

 

 

 

 

 

6. The Controller ensures the confidentiality of your data 

processed in connection with the notification received. Your 

personal data may be transferred only to public authorities 

or entities authorized to request access to or receive 

personal data under legal provisions, as well as to entities 

that process personal data under confidentiality 

agreements concluded with the Controller in connection 

with the provision of services necessary to receive or 

process the notification, i.e., persons processing personal 

data on behalf of the Controller in connection with the 

implementation of the Procedure, as well as other entities 

pursuant to legal provisions, i.e., external providers of 

administrative or IT services. Except in the cases indicated 

above, your personal data may be disclosed to 

unauthorized persons only with your express consent. 

 

 

 

7. Personal data processed in connection with the receipt 

of a report or the taking of follow-up actions, as well as 

documents related to that report, are retained for a period 

of three years after the end of the calendar year in which 

the follow-up actions were completed, or after the 

conclusion of the proceedings initiated by those actions. 

Personal data that is irrelevant to the processing of the 

report is not collected, and in the event of accidental 

collection, it is immediately deleted. This personal data is 

deleted within 14 days of determining that it is irrelevant to 

the case. 

 

8. You have the right to request access to your personal 

data, its rectification, and restriction of processing. 

 

9. If you believe that the processing of your personal data 

by the Controller violates the provisions of the GDPR, you 

have the right to lodge a complaint with the supervisory 

authority, i.e., the President of the Personal Data Protection 

Office. 

10. If the Controller transfers personal data to recipients 

outside the European Economic Area, i.e. to third countries 

or international organizations, your data will be properly 

secured and protected in accordance with the provisions of 

the GDPR and the procedures adopted by AECOM Polska 

Sp. z o.o. 


